RENEWAL OF THE COMPUTER MATCHING AGREEMENT BETWEEN
THE U.S. DEPARTMENT OF EDUCATION
AND
THE DEFENSE MANPOWER DATA CENTER OF
THE DEPARTMENT OF DEFENSE

DoD CMA #14

Under the provisions of the Computer Matching and Privacy Protection Act of 1988, Public Law
No. 100-503, that amended the Privacy Act of 1974, as amended, 5 U.S.C. §552a, a computer
matching agreement (CMA) shall remain in effect for such period, not to exceed 18 months, as
the Data Integrity Boards (DIBs) of the participating agencies determine is appropriate.
However, pursuant to 5 U.S.C. 552a(0)(2)(D), the DIBs may renew the CMA for a period, not to
exceed one additional year, if: (1) such program will be conducted without change; and (2) each
party to the CMA certifies to the DIBs in writing that the program has been conducted in
compliance with the CMA.

This computer match will be conducted without any substantive changes. However, the
following non-substantive changes have occurred:

In the first paragraph of Section VIII, “Security and Privacy Safeguards:”
e Replace the reference to “NIST SP 800-53, Rev. 4” with “NIST SP 800-53, Rev. 5.”
In the third to last paragraph of Section VIII, “Security and Privacy Safeguards:”

= Replace the reference to “United States Computer Emergency Readiness Team (US-
CERT)” with “U.S. Cybersecurity & Infrastructure Security Agency (CISA).”

In the second to last paragraph of Section VIII, “Security and Privacy Safeguards:”
= Replace “Daniel Commons, Chief Information Systems Security Officer, at (202) 377-

4240, Email: Daniel. Commons@ed.gov.” with “Devin Bhatt, FSA Acting Chief
Information Systems Security Officer, at (202) 377-6425, Email: Devin.Bhatt@ed.gov.”

In the “ED Contacts” subsection of Section XIII, “Persons to Contact:”

= Replace “A. Computer Matching Issues” with “A. Agreement [ssues.”

= Replace “B. Security Issues:

Daniel Commons, Chief Information Systems Security Officer
U.S. Department of Education

Federal Student Aid

Technology Office

IT Risk Management



830 First Street, NE
UCP-102E4

Washington, DC 20202-5454
Telephone: (202) 377-4240

Email: Daniel.Commons@ed.gov”

with “B. Computer Matching Issues:

James Barthmaier, Application Systems Supervisor
U.S. Department of Education

Federal Student Aid

830 First Street, NE

UCP-63E2

Washington, DC 20202-5454

Telephone: (202) 377-3926

Email: James.Barthmaier@ed.gov”

= Add “C. Security and Privacy Issues:

Devin Bhatt, FSA Acting Chief Information Security Officer
U.S. Department of Education

Federal Student Aid

Technology Office

830 First Street, NE

Room 102E4

Washington, DC 20202-5454

Telephone: (202) 377-6425

Email: Devin.Bhatt@ed.gov”

The following match meets the conditions for renewal by this recertification:
L. Title of the Computer Matching Agreement:

Computer Matching Agreement between the U.S. Department of Education and the
Defense Manpower Data Center of the U.S. Department of Defense (the “Agencies™).

II. Participating Agencies:

U.S. Department of Education (ED) and the Defense Manpower Data Center (DMDC) of
the U.S. Department of Defense (DoD).

III.  Purpose of the Match:
This matching program enables ED to identify Federal student aid applicants who are

children of military personnel who have died as a result of U.S. military service in Iraq or
Afghanistan since September 11, 2001; and who meet the qualifications for increased



IV.

VL

Federal student financial assistance pursuant to sections 473(b) and 420R of the Higher
Education Act of 1965, as amended (HEA).

Original Effective and Expiration Dates of the Match:

Original Effective Date: March 1, 2021
Original Expiration Date: August 31, 2022

Renewal and New Expiration Dates:

Renewal Date: September 1, 2022
Expiration Date: August 31, 2023

Parties’ Certifications:

As designated representatives of the Agencies shown above, we certitfy that the subject
matching program has been conducted in compliance with the existing CMA between the
Agencies, and we also agree to conduct the matching program without any substantive
change to the CMA through August 31, 2023, subject to the approval of the respective
Data Integrity Boards.
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VII. Parties’ Approvals:

APPROVAL BY THE DATA INTEGRITY BOARDS OF

THE DEPARTMENT OF DEFENSE AND

THE U.S. DEPARTMENT OF EDUCATION

In accordance with the certification provided by the Agencies of the ongoing matching program,
the Data Integrity Boards of both Agencies agree to renew the current matching program for one

additional year.

This CMA shall continue in effect from the 1st day of September 2022, and shall expire on the

31st day of August 2023.
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